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VERIE is a revolutionary digital security solution that turns 
smartphones into verified virtual ID cards. 

VERIE’s chief strategist and one of its founders is an internationally 
recognized online security expert with extensive experience in both the 
government and private sector. Our company is positioned to change   

the face of identity theft related fraud.  
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“There’s Been A Data Breach…” 
The Key to Security in a Post-Breach World is Identity Certification 
  
  
1. USERNAMES AND PASSWORDS DO NOT CERTIFY A USER’S 
IDENTITY – THEY ACTUALLY HELP FACILITATE FRAUD 
  
Once an individual’s personal information has been hacked, the hacker now 
possesses enough information to recreate that individual’s identity online, or 
even on the phone. The hacker can then proceed to enter any system, 
including banking, retirement funds, even the very credit-reporting 
companies that are deployed as post-breach protection for victims. 
  
Once inside, the hacker can re-route funds, open credit accounts, change 
billing addresses – in short, once a hacker has your credentials, he 
becomes YOU. 
  
The only way to prevent hackers from using stolen information to create 
identities is to require IDENTITY CERTIFICATION in any online transaction, 
and in every entry into secure online sites (banking, credit, etc.). And the 
only way to establish secure identity certification online is to tie a person’s 
identity to a BIOMETRIC, such as facial or voice recognition, eye scan, or 
fingerprint. Until now, the technology to “notarize” an Internet transaction 
(i.e. to certify an ID) did not exist. 
  
Today, however, that technology has arrived. Verie’s proprietary system 
first certifies a user’s identity through a government ID, then attaches 
several biometrics to that identity. That CERTIFIED IDENTITY is then 
attached to the unique identifier in the user’s smartphone, and can be 
accessed at any time to be certain that the individual is actually who he 
says he is. 
  
Hackers can only recreate credentials. They can’t recreate a person. 
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2. A DATA BREACH HAS LONG-TERM CONSEQUENCES 
  
A hacker who has stolen personal information is under no fixed timeframe 
in which to use it. In many cases, months and even years can pass, while 
the affected individual becomes complacent, and suddenly the hacker (or 
more likely, someone to whom he has sold the data) strikes. 
  
Once again, the only long-term defense against this type of fraud is identity 
certification. In the case of the OPM data breach, for example, the 
government could simply require the credit-reporting agencies to post an 
“Identity Certification Required” notice on each breached individual’s credit 
file, and leave it there until the individual requests it be removed. Identity 
fraud can’t take place when identity is certain. 
  
  
3. A DATA BREACH DOESN’T ONLY IMPACT INDIVIDUALS 
  
Online businesses, big corporations, and even the U.S. Government can be 
defrauded when personal information is breached by a hacker. In the latter 
case, both Medicaid and the IRS are losing millions of dollars to fraudulent 
filings by people with stolen credentials. So much of the interaction between 
citizens and government is done online today that the incidence of fraud is 
skyrocketing. Once again, identity certification in all transactions could 
prevent this type of activity from occurring. 
  
In fact, Verie can help protect all government and citizen records. Any 
remote access to a government system could be secured by certifying the 
identification of the user. The point bears repeating: CREDENTIALS DO 
NOT CERTIFY A USER’S IDENTIFICATION.  
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The VERIE Application Program Interface 
(API) 

for Government Agency Partners 
 

VERIE’s agency-specific API allows government agencies to utilize our 
proprietary technology from their own sites, giving them the power of 

secure identity and location verification in any scenario. 
 

SYSTEM-ENTRY CREDENTIALS (USERNAMES & 
PASSWORDS) DON’T CERTIFY IDENTITY. 

 
SYSTEM-ENTRY CREDENTIALS ARE WHAT HACKERS STEAL 

TO COMMIT FRAUD. 
 

 Access to secure systems can be limited to people whose 
identities have been verified at the point of entry. VERIE can 

certify an identity, and also make certain that the location of the 
person requesting access is not considered a security-threat area.  

Certifying a user’s identity certifies that user’s system-entry 
credentials. 
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VERIE enables real-time,  
immediate verification via smartphone,  

virtually anyplace. 

http://www.verie.com/
http://www.verie.com/


VERIE LLC  
www.VERIEWORKS.com 6 

HOW DOES VERIE WORK? 
 

Government partners connect with Verie through a secure API, 
which provides them with the means to deliver Verie technology 

through their user’s smartphone. 

HOW DOES THE APP WORK? 

Government Partner creates a profile by 
delivering Verie technology to its users 
through an email 
 
Users load the Verie app onto their 
smartphone and are instructed to use the 
phone to photograph both their face and 
their government-issued ID 
 
Verie technology matches the self-photo 
with the ID photo, and the users’ 
smartphones become their online proof of 
identity and location, no matter where 
they go. 
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Q&A  
 
How does VERIE match a user's face to his or her driver's license? 
 
VERIE uses sophisticated, proprietary  facial-recognition technology to match the picture on a user's  I.D. 
to the images parsed  from a video of his or her face.  This prevents criminals from using stolen personal 
information to create fraudulent identities.  VERIE has other technologies coupled with video that allows 
us to confirm the individual submitting the information is the actual owner of the personal information. 
 
 
The iPhone 5 and 6 can do retina scans and fingerprints. Isn't this enough proof of identity? 
 
No. All the new technologies are great for protecting the device from unauthorized access by anyone 
other than authenticating the user who set up the device. However, these technologies do not verify the 
true identity of  the user who is setting  up the device.  
VERIE will use these authentication technologies coupled with its VERIE app identity confirmation to re-
verify that the owner of the identity is still the VERIE’d user and VERIE will also use all manner of 
emerging technologies to verify, real time, anytime.  
 
 
What if somebody steals the user’s phone? Will the thief be able to pretend that he or she is 
the user? 
 
No – and this is our distinguishing feature: The app is built on security that is tied to the user with a 
photo, thumb print, or voice.  A thief cannot pose as you without also furnishing your photo, thumb 
print, or voice confirmation. 
 
 
What security measures does VERIE have in place to safeguard the information users 
provide? 
 
VERIE's  user database is secured by a state of the art security system.  In fact, one of our co-founders  is 
an  internationally  known internet security  expert who has  worked with both the White House  and  
Interpol.  Without revealing  specific security  measures, we can tell you that we are making security an 
intricate part of our DNA. User data will be structured, transmitted, and scored in such a way that it will 
be rendered useless by the hacker. 
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Q&A 
 
What has been the early reaction to VERIE in the tech world?   
  
VERIE has been fortunate to achieve early national recognition for its innovation within the tech 
community. The following articles feature VERIE’s placement as a finalist in one of the largest 
national competitions for new/innovative technology and other coverage highlighting its unique 
positioning  within the technology sector;  
 
  
http://wtop.com/tech/2015/03/startup-companies-vie-to-steal-the-spotlight-at-sxsw/  
  
http://www.thestreet.com/video/13079148/VERIE-is-hoping-to-make-identity-theft-a-thing-of-the-
past.html 
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  VERIE’s leadership team would welcome  

the opportunity to answer any additional questions you may have. 
  

Please direct inquiries to:  
Dan McDermott, VERIE Advisor 

danmcdermott@mcdermottstrategies.com 
202.641.3231 

or 
Hemanshu Nigam, Chief Security Officer 

hnigam@verie.com 
310.909.6757 

or 
Jeff Tassey,  

jatassey@tasseyandassociates.com 

202.285.5514 
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